**BEZPIECZNE DZIECKO W INTERNECIE**

**Dzień Bezpiecznego Internetu (DBI)  został ustanowiony w 2004 roku z inicjatywy Komisji Europejskiej. Świętowany jest na całym świecie.  DBI ma na celu inicjowanie i propagowanie działań na rzecz bezpiecznego dostępu dzieci i młodzieży do zasobów internetowych, zaznajamianie rodziców, nauczycieli i wychowawców z problematyką bezpieczeństwa online oraz promocję pozytywnego wykorzystywania Internetu. Sprawdź, jakie wydarzenia związane z Dniem Bezpiecznego Internetu zaplanowano na 6 lutego 2024 r.**

**Dzień Bezpiecznego Internetu 2024 w Polsce**

Organizatorem Dnia Bezpiecznego Internetu w Polsce od 2005 roku jest **Polskie Centrum Programu Safer Internet** (PCPSI), które tworzą państwowy instytut badawczy [**NASK**](https://nask.pl/) oraz [**Fundacja Dajemy Dzieciom Siłę**](https://fdds.pl/) – realizatorzy unijnego programu „Digital Europe”. Głównym partnerem wydarzenia jest [**Fundacja Orange**](https://fundacja.orange.pl/).   
**Dzień Bezpiecznego Internetu 2024** przypada na **6 lutego**, ale jego obchody w formie realizowanych w całej Polsce lokalnych inicjatyw edukacyjnych są zaplanowane aż do końca marca 2024.

**Jak zabezpieczyć komputer dziecka – sposoby i dobre praktyki**

Bez względu na to, czy pociecha posiada komputer na własność, czy użytkuje go wespół z innymi domownikami, zawsze jako pierwszy krok zaleca się **ustanowienie oddzielnego konta użytkownika**. Ta metoda pozwala na wprowadzenie szeregu zabezpieczeń na profilu dziecka bez jednoczesnego ograniczania możliwości korzystania z komputera dorosłym.

**Dedykowane konto naszej pociechy nie powinno mieć funkcji administratora, aby dorastające dziecko z czasem samo nie ominęło zabezpieczeń rodzicielskich**.

Bez dostępu do uprawnień administratora korzystanie z komputera będzie dla dziecka bezpieczniejsze, a instalowane oprogramowanie pozostanie pod nadzorem opiekuna.

**Komputer dziecka powinien być dodatkowo zabezpieczony programem antywirusowym**, który uchroni urządzenie przed [wirusami komputerowymi](https://bezpiecznyinternet.edu.pl/co-to-jest-wirus-komputerowy-i-jak-dziala/).

**Nie wszystkie**[**zagrożenia**](https://bezpiecznyinternet.edu.pl/glowne-zagrozenia-w-internecie-na-co-musisz-uwazac/)**czyhające na młodych internautów można wyeliminować poprzez oprogramowanie lub ustawienia sprzętowe.** Wiele z nich wymaga innego, specjalnego podejścia. Świetnym przykładem są oszustwa typu [phishing](https://bezpiecznyinternet.edu.pl/phishing/), które polegają na przesyłaniu fałszywych wiadomości z linkami do stron internetowych, które po kliknięciu instalują szkodliwe oprogramowanie i wykradają dane użytkownika.

**Dlatego w tym miejscu chcemy jeszcze raz podkreślić, jak ważna jest edukacja dziecka**. **Od najmłodszych lat, gdy tylko pociecha zaczyna korzystać z laptopa lub innego tego typu urządzenia, należy wpajać zasady cyberhigieny i świadomego, uważnego korzystania z zasobów sieci. Należy przestrzegać dzieci przed otwieraniem podejrzanych wiadomości i uczyć je, w jaki sposób odróżnić próbę oszustwa od niegroźnych e-maili lub innych komunikatów.**

**Dobre praktyki korzystania z komputera przez dziecko**

Powyższe metody zabezpieczenia komputera dziecka będą przydatne dla każdego rodzica ale są zaledwie częścią tego, co składa się na sukces skutecznej ochrony. Całkowite bezpieczeństwo pociechy zależy w dużym stopniu także od samych rodziców. Dobre relacja i edukowanie dziecka to klucz i fundament dla umiejętności mądrego poruszania się po cyberprzestrzeni . **Dlatego warto mieć w pamięci, aby:**

* uczyć i odkrywać Internet razem z dzieckiem
* uczyć pociechę posługiwania się komputerem i oprogramowaniem,
* wytłumaczyć dziecku, jakie są zagrożenia internetowe i jak je rozpoznawać (np. phishing),
* nie zamykać się na rozmowę z dzieckiem na temat Internetu (zwłaszcza wtedy, gdy pociecha trafi na treści, które ją niepokoją),
* wpajać dziecku krytyczne podejście wobec materiałów znajdowanych w Internecie,
* rekomendować j stosowanie ograniczonego zaufania w kontekście treści odkrywanych w sieci i bezpieczeństwa z nią związanego,
* zapoznać dziecko z [netykietą](https://bezpiecznyinternet.edu.pl/netykieta/), czyli tzw. Kodeksem Dobrego Zachowania w Internecie
* dbać o dobrą relację z dzieckiem, aby żadne tematy związane z korzystaniem z komputera i cyberhigieną nie były tabu